

**Microsoft 365 Enterprise Mobility and Security**

**Course Number:** OFC-104
**Duration:** 5 days

**Overview**

[Microsoft Enterprise Mobility and Security (EMS)](https://www.microsoft.com/en-us/microsoft-365/enterprise-mobility-security) is an intelligent mobility management and security suite that protects employees across their devices, whether they are using on-prem or Azure-based applications. In this training, attendees learn how to use Microsoft EMS to ensure the security of their organization in-cloud and on-prem.

**Prerequisites**

General knowledge of the Microsoft 365 environment and admin suite is required.

**Materials**

All Microsoft 365 training students receive comprehensive courseware.

**Software Needed on Each Student PC**

Microsoft 365, EMS Licensing

**Objectives**

All students learn how to:

* Secure identity in their Microsoft 365 Environment
* Setup active security monitoring for their environment
* Deploy MDM and Endpoint protection to their end-users and devices
* Protect their organization's information with Azure Information Protection
* Prevent malicious email activity with Advanced Threat Protection
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