

**IIS 10 Administration**

**Course Number:** IIS-106
**Duration:** 2 days

**Overview**

This IIS 10 Administration training course teaches attendees the procedures and best practices of web server administration for Microsoft’s Internet Information Server (IIS) version 10 for Windows Server 2016.

**Prerequisites**

No prior web server administration experience is required.

**Materials**

All students receive a comprehensive course manual, detailed hands-on lab exercise manual, and a training guide and slides from the course instructor.

**Software Needed on Each Student PC**

* Windows 10, Windows Server 2016 or 2019
* Related lab files that Accelebrate will provide

**Objectives**

* Learn to plan for and perform an IIS installation
* Understand IIS architecture and configuration
* Perform common IIS administration tasks using IIS Manager, AppCmd, and PowerShell
* Learn the techniques and best practices for IIS security and monitoring
* Gain an understanding of how to deploy, configure, and securely host web-based applications
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