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**Overview**

This Enterprise Linux Network Services training course teaches attendees how to configure and secure Linux network services and a wide array of common network applications.

**Prerequisites**

Students should already be comfortable with basic Linux or Unix administration. Fundamentals such as the Linux filesystem, process management, and how to edit files will not be covered in class. A good understanding of network concepts, the TCP/IP protocol suite is also assumed. These skills are taught in Accelebrate’s [Linux Fundamentals](file:////training/linux-fundamentals) and [Enterprise Linux Systems Administration](file:////training/enterprise-linux-system-administration) courses.

**Materials**

All Linux training attendees receive comprehensive courseware.

**Software Needed on Each Student PC**

Attendees will not need to install any software on their computers for this class. The class will be conducted in a remote environment that Accelebrate will provide; students will only need a local computer with a web browser and a stable Internet connection. Any recent version of Microsoft Edge, Mozilla Firefox, or Google Chrome will work well.

**Objectives**

* Security with SELinux and Netfilter
* DNS concepts and implementation with Bind
* LDAP concepts and implementation using OpenLDAP
* Web services with Apache
* FTP with vsftpd
* Caching, filtering proxies with Squid
* SMB/CIFS (Windows networking) with Samba
* E-mail concepts and implementation with Postfix combined with either Dovecot or Cyrus
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