

**Certified Kubernetes Administrator (CKA)**

**Course Number:** CLD-112
**Duration:** 5 days

**Overview**

This Certified Kubernetes Administrator (CKA) training course teaches attendees how to configure, deploy, administer, and monitor Kubernetes clusters. This class also prepares them to pass the Certified Kubernetes Administrator CKA exam.

**Note:** This CKA course includes access to on-demand labs, exam vouchers, and a K8s sandbox for each attendee.

**Prerequisites**

All attendees must:

* Have Linux administration skills and be comfortable using the command line
* Be able to edit files using a command-line text editor
* Have experience with containers and networking

**Materials**

All attendees receive comprehensive courseware.

**Software Needed on Each Student PC**

* A computer with access to a Kubernetes cluster, local or remote, version 1.20 or higher (The recommended setup is to install Minikube and kubectl)
* A machine with Vagrant and VirtualBox installed

**Objectives**

* Create a Kubernetes cluster, including installing the necessary components, configuring the cluster, and adding nodes
* Deploy applications to Kubernetes by creating pods, services, and storage
* Manage Kubernetes resources with scaling, autoscaling, and updating applications
* Secure Kubernetes by configuring authentication, authorization, and admission control.
* Troubleshoot Kubernetes by monitoring logs, diagnosing application failures, and troubleshooting network access
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